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Introduction 
To access the DHCS portal and use the Lanterman Petris Short Act (LPS) Data Reporting 
application, users must complete the Azure Registration Process for verification and 
registration. This process is triggered when the user is added to the DHCS system. 

Microsoft (MS) Azure Registration Process 
Accept Invitation 
The user will receive an invitation email. Click the “Accept invitation” button to proceed 
to the next step.  

 

Verify Email 
After accepting the invitation, a verification screen will appear. Click “Send code” to 
receive a verification code via email. 
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Enter the Account Verification Code received from the California Department of Health 
Care. Click “Sign In” to continue. 

 

Accept Permissions 
The user will be redirected to a permissions page. Click “Accept” to proceed. 
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A pop-up will appear stating “More information is required. Click “Next” to continue. 

 

Multi-Factor Authentication (MFA) Setup 
There are two methods for setting up multi-factor authentication, depending on the 
user's preference. Please follow the appropriate steps below. 

1. Using Microsoft Authenticator App 
Clicking “Next” will open the Microsoft Security page. Follow the on-screen instructions 
to download and set up the Microsoft Authenticator app for MFA. 
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After downloading the application on your phone, click "Next" to launch the Microsoft 
Authenticator app. 

 
Clicking "Next" will open the Microsoft Authenticator page, displaying a QR code for 
scanning. 
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Once the QR code is scanned with your phone, click "Next" on the desktop screen. The 
Microsoft Authenticator app will generate a random number, which you will need to 
enter on your phone to approve the authentication request. 

 
Once the device is approved, the following screen will appear on the desktop. Click 
"Next" to proceed. 

 
Upon completing the setup, click "Done". The user will be redirected to the confirmation 
page. 

 

  



 October 2025   |   7 
 
 

2. Using Phone Authentication 
Click “I want to set up a different method” available at the left bottom. A pop-up screen 
will appear. 

 
From the “Which method would you like to use?” dropdown, select “Phone”. Click 
“Confirm.” 

 
Enter your phone number and select either: 

» “Receive a code” (via SMS) 

» “Call me” (voice call) 
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And click “Next” 

 
A 6-digit security code will be sent to your phone via the selected method. Enter the 
received MFA code and submit. 

 
After entering the MFA code user will see the following screen. 
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Application Access via DHCS Portal 
After completing the MFA setup, go to the DHCS Application Portal at 
https://portal.dhcs.ca.gov and click the “Login” button to access LPS Data Reporting 
application. 

 
Enter your registered email or phone number and click “Next”. 

 

  

https://portal.dhcs.ca.gov/


 October 2025   |   10 
 
 

Primarily: Password and Phone Authenticator App 
Enter Password and click on “Sign In” 

 
User will be prompted with a number. Open your Authenticator App, and enter the 
displayed number to complete the Sign-In process. 
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Alternatively: Authentication Code through Email 
Enter the authentication code received via email and click “Sign In”. 

 
Upon successful authentication, the user will be redirected to the My Apps page. 

 
Click on “LPS Data Reporting (Prod)” app, to access the application. 
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