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Introduction

To access the DHCS portal and use the Lanterman Petris Short Act (LPS) Data Reporting
application, users must complete the Azure Registration Process for verification and
registration. This process is triggered when the user is added to the DHCS system.

Microsoft (MS) Azure Registration Process

Accept Invitation

The user will receive an invitation email. Click the "Accept invitation” button to proceed
to the next step.

From: Microsoft Invitations on behalf of California Department of Health Care Services <invites@microsoft.com=>

Date: 2025 at 3:13 PM
Subject @DHCS invited you to access applications within their organization

To: I ail.com>

[=

& Please only act on this email if you trust the individual and organization represented below. In
rare cases, individuals may receive fraudulent invitations from bad actors posing as legitimate
companies. If you were not expecting this invitation, proceed with caution.

Sender: I @ OHCS (IS dhncs. ca. g0

Organization: California Department of Health Care Services
Domain: cadhcs.onmicgrosoft.com

If you accept this invitation, you'll be sent to https://myapps. microsoft.com/?tid=265c2dcd-2abe-
43aa-b2e8-26421a8¢cB526&login_hint=latalps48@gmail,com.

Accept invitation

This invitation email is from California Department of Health Care Services
(cadhcs.onmicrosoft.com) and may include advertising content. California Department of
Health Care Services has not provided a link to their privacy statement for you to review.
Microsoft Corporation facilitated sending this email but did not validate the sender or the
messade.

Verify Email

After accepting the invitation, a verification screen will appear. Click “Send code” to
receive a verification code via email.

BT Microsoft

EHCS

I =il.com

Sign in

We'll send a code to [l ai.com to sign

you in.
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Enter the Account Verification Code received from the California Department of Health
Care. Click “Sign In” to continue.

a5 Microsoft

LHCS
< con

Enter code

We just sent a code to _mail.com

Enter code

Accept Permissions

The user will be redirected to a permissions page. Click “Accept” to proceed.

B Microsoft

PHCS
I :i!-com
Permissions requested by:

California Department of Health Care
4 Services

cadhes.onmicrosoft.com
By accepting, you allow this organization to:
s Receive your profile data
~ Collect and log your activity
~/ Use your profile data and activity data
You should only accept if you trust California Department of
Health Care Services. California Department of Health Care
Services has not provided links to their terms for you to
review. You can update these permissions at

https://myaccount microsoft.com/organizations.
Learn more

This resource is not shared by Microsoft.

coe
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A pop-up will appear stating “More information is required. Click “Next” to continue.

EHCS

.com

More information required

Your organization needs more information to keep
your account secure

Use a different account

Learn more

WARNING: This is a State of California system for
official use by authorized users; subject to being
monitored andfor restricted at any time.
Unauthorized or improper use of this system shall
be subject to disciplinary action, prosecution or
both.

Multi-Factor Authentication (MFA) Setup

There are two methods for setting up multi-factor authentication, depending on the
user's preference. Please follow the appropriate steps below.

1. Using Microsoft Authenticator App

Clicking "Next” will open the Microsoft Security page. Follow the on-screen instructions

to download and set up the Microsoft Authenticator app for MFA.
California Department of Health Care Services

Keep your account secure

Microsoft Authenticator

9 Start by getting the app

On your phone, install the Microsoft Authenticator app. Download now
After you install the Microsoft Authenticator app on your device, choose "Next",

| want to use a different authenticator app

| want t tu ifferent meth

October 2025 | 4



After downloading the application on your phone, click "Next" to launch the Microsoft
Authenticator app.

Keep your account secure

Microsoft Authenticator

Set up your account

If prompted, allow notifications. Then add an account, and select "Work or school”.

e -

Clicking "Next" will open the Microsoft Authenticator page, displaying a QR code for
scanning.
Microsoft Authenticator

Scan the QR code

Use the Microsoft Authenticator app to scan the QR code. This will connect the Microsoft Authenticator
app with your account.

After you scan the QR code, choose "Next™,

Can't scan image? |

oo | I
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Once the QR code is scanned with your phone, click "Next" on the desktop screen. The
Microsoft Authenticator app will generate a random number, which you will need to
enter on your phone to approve the authentication request.

Microsoft Authenticator

Let's try it out

v

Approve the notification we're sending to your app by entering the number shown below.

46

Back

Once the device is approved, the following screen will appear on the desktop. Click
"Next" to proceed.

Microsoft Authenticator

Motification approved

v/

Upon completing the setup, click "Done". The user will be redirected to the confirmation
page.
.JHCS fMySign-Ins

<, Overview Secu r|ty InfO

These are the methods you use to sign inte your account or reset your password.
e Security info

You're using the most advisable sign-in method where it applies.

[t . Sigr-in method when most advisable is unavailsble: Phone - text +
O Devices 2

!
- ~+ Add sign-in method
=y Password o
) Bl —
=1 Organizations
Last updated:
O capti S Password o)
[ Settings & Privacy (=2 a day ago
T Recent activity @ Microsoft Authenticator - Delete
Push multi-factor authentication (MFA sl

Lost device? Sign out everywhere
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2. Using Phone Authentication

Click "I want to set up a different method” available at the left bottom. A pop-up screen
will appear.

Choose a different method X

‘Which method would you like to use?

| Choose a method ~

Cancel

From the "Which method would you like to use?” dropdown, select “Phone”. Click
"Confirm.”

Choose a different method x

‘Which methed would you like to use?

|Phune ¥

Cancel

Enter your phone number and select either:
» "Receive a code” (via SMS)

» "Call me"” (voice call)
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And click "Next”

California Department of Health Care Services /

Keep your account secure

Phone

You can prove who you are by answering a call on your phone or receiving a code on your phone.

What phone number would you like to use?

Inited States (+1) @) Enter phone number

=
l‘.) Receive a code

O Call me

Message and data rates may apply. Choosing Next means that you agree to the Terms of service and Privacy and

cookies statement.

A 6-digit security code will be sent to your phone via the selected method. Enter the
received MFA code and submit.

California Department of Health Care Services ?

Keep your account secure

Phone

We just sent a 6 digit code to _ Enter the code below.

Enter code

Resend corde

Back

L wan ifferent meth

After entering the MFA code user will see the following screen.

California Department of Health Care Services ?
Keep your account secure

Phone

° Verification complete. Your phone has been registered
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Application Access via DHCS Portal

After completing the MFA setup, go to the DHCS Application Portal at
https://portal.dhcs.ca.gov and click the “Login” button to access LPS Data Reporting

application.

What's New Application Status Login

All applications are currently up and running California Department of Health Care Services, legal notice

Contact Us sections for more information and help

conditions of use. LOG OFF IMMEDIATELY, if you are not an authorized user or you do

not agree to the conditions stated in this warning.

User Guides

User Manual
Security Group Owners Manual

Access Reviews

Backto Top

Capyright © 2024 State of California

Enter your registered email or phone number and click “Next".
PHCS
Sign in

Email, phone, or Skype

Can't access your account?

WARNIMNG: This is a State of California system for
official use by authorized users; subject to being
monitored and/or restricted at any time.
Unauthorized or improper use of this system shall be
subject to disciplinary action, prosecution or both.

Q,; Sign-in options
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https://portal.dhcs.ca.gov/

Primarily: Password and Phone Authenticator App

Enter Password and click on “Sign In”

EHCS
= amntmahak@dhes cagoy

Enter password

WARNIMG: This is a State of Califcania system for
afficial use by authorized users; subject to being
manitoeed andjior restricted at any time,
Unavthonzed or improper use of this system shall be
sulbpsct 10 disciplinany action, prossiution o bath

User will be prompted with a number. Open your Authenticator App, and enter the
displayed number to complete the Sign-In process.

PHCS

I
Approve sign in request

9 Open your Authenticator app, and enler the
number shown 10 sgn in

28

N numbers in your appT Malke sure 10 upgrade to
the Lxtest version,

WARNING: This is a State of California system for
official use by authorized users; subject to being
monitored and/for restricted at any time.
Unauthorized or improper use of this system shall be
subpect to disciplinany action, prosecution of both
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Alternatively: Authentication Code through Email

Enter the authentication code received via email and click “Sign In”.

PHCS
I

Enter code
We just sent a code to||| NN z).com

Enter code

Didn't receive it? Please wait for a few minutes and try again.

Upon successful authentication, the user will be redirected to the My Apps page.

i BHCS | myapps

Apps dashboard ER Addapps @ Create collection % Customize view

Apps

) Settings

LD

LPS Dat Reporting
(STAGE)

Click on “LPS Data Reporting (Prod)” app, to access the application.
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